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is an assessment of the impact of the most significant and important-to-know
data protection issues from around the globe. It’s not the full story, just a quick 3-minute
read, collated and condensed to keep you updated with the latest news in our ever-
evolving industry.

Governing Al agents: What organisations need to
consider

For organisations deploying or considering the deployment of Al agents, questions around
accountability, oversight, and risk are becoming increasingly pressing. As these systems
act with greater autonomy across data, systems, and workflows, existing governance
models are being tested in new ways.

In this blog, we explore what effective governance looks like for Al agents in practice. We
examine how regulatory expectations differ across key jurisdictions and highlight the areas
organisations should focus on to maintain control, manage risk, and deploy Al agents
responsibly as regulation continues to evolve.

CANADA & UNITED STATES

New York Governor signs RAISE Act into law

The Responsible Al Safety and Education (RAISE) Act introduces safety obligations for
large developers of frontier Al models. The Act applies to organisations that train or deploy
models using more than $100 million in computational resources and is designed to
reduce the risk of large-scale or critical harm.

The Act requires in-scope organisations to implement documented Al safety and security
measures, retain and disclose supporting records to regulators where required, and avoid
deploying frontier models where risks cannot be adequately mitigated. It also introduces
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ongoing governance expectations, including periodic reviews, independent audits, and
strict incident notification requirements.

With the RAISE Act’s obligations set to apply from January 2027, Michael McCagh, DPO
at The DPO Centre, stresses the importance of early preparation: ‘Don't wait for
enforcement. Draft your governance protocols, start your bias audits, map where Al
touches your employment decisions, and establish clear policies for employees. Proactive
compliance protects both your organisation and your workforce — worthwhile steps for
any business using Al, whether the RAISE Act applies or not.’

Canada’s OPC reminds organisations of data

deletion responsibilities

On 13 January 2026, the Office of the Privacy Commissioner of Canada (OPC) issued a
reminder to organisations selling returned electronic devices about their obligations to
protect personal information. The update follows an investigation into Staples Canada,
which was found to have resold returned laptops without fully removing users’ personal
data. The incident highlights a clear operational risk: inadequate data sanitisation can lead
to unintended disclosure of personal information and regulatory scrutiny.

In its guidance, the OPC underscored the importance of robust data deletion practices,
including instructions to:

o Perform a factory reset using the manufacturer’s instructions to fully wipe personal
information from any electronic device before resale

¢ Provide employees with clear, consistent, and standardised instructions on how to
remove personal information from returned devices

¢ Fully train staff so they can complete technical tasks related to securely wiping data
from electronic devices

FTC finalises order with General Motors for

disclosure of geolocation

On 14 January 2025, the Federal Trade Commission (FTC) finalised a privacy
enforcement order with General Motors and its subsidiary OnStar (collectively, GM) over
the collection and disclosure of connected vehicle data without valid consumer consent.

Under the final order, GM must:

¢ Refrain from sharing consumers’ geolocation and driver behaviour data with
consumer reporting agencies for five years

¢ Obtain affirmative express consent before collecting, using, or sharing connected
vehicle data, with limited exceptions such as for emergency services

¢ Provide US consumers with access to their data, options to delete it, and
mechanisms to disable certain data collection features

The order reinforces that privacy and consent expectations extend beyond traditional
digital services into connected products and Internet of Things (IoT) ecosystems. For
organisational leaders, it highlights the importance of clear consent mechanisms and
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meaningful user choice where data-driven technologies are embedded into everyday
products.
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UNITED KINGDOM

ICO updates DSAR guidance following DUAA
changes

The Information Commissioner’s Office (ICO) has published the updated guidance to
reflect stricter transparency and accountability requirements for Data Subject Access
Requests (DSARSs), introduced by the Data Use and Access Act (DUAA) 2025.

The revised guidance clarifies how organisations should approach DSAR handling in
practice, particularly where requests are complex, high-volume, or require further
clarification.

Key changes include:

e Controllers may ‘stop the clock’ where reasonable clarification is required

e Where a request is refused, data subjects must be informed of their right to raise a
complaint directly with the controller

e The volume of data involved is a relevant factor when assessing whether a request
is unreasonable or disproportionate

EUROPEAN UNION

Irish DPC fine backlog highlights realities of GDPR
enforcement
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The Data Protection Commission (DPC) of Ireland has confirmed it is owed more than €4

billion in GDPR fines that cannot yet be collected, largely due to ongoing legal challenges.
Under Irish law, administrative fines must be confirmed by the courts before enforcement

can proceed, meaning collection is paused while appeals and confirmation processes are
ongoing.

The situation highlights a key enforcement reality for organisational leaders: regulatory
exposure does not end with the issuance of a fine. Lengthy appeal processes, sustained
regulatory scrutiny, and associated legal and operational costs can persist for years. This
reinforces the importance of robust documentation, defensible decision-making, and
compliance frameworks that can withstand prolonged regulatory engagement.

The offers practical insight into regulatory
expectations and how organisations can demonstrate compliance in practice.

CNIL fines FREE Mobile and FREE €42M for GDPR

violations

Issued on 13 January 2026, the enforcement action followed an October 2024 data
breach that exposed sensitive financial data relating to approximately 24 million
subscribers.

CNIL’s investigation found that the companies:

e Failed to implement appropriate technical and organisational measures to secure
personal data

¢ Did not communicate effectively with affected individuals following the incident

¢ Retained personal data for longer than necessary

The case reinforces the importance of robust data lifecycle governance, particularly
around retention and deletion practices. Excessive data retention not only increases
breach impact but can also form a standalone compliance failure. on data
retention and the GDPR for practical guidance on building compliant retention
frameworks.
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INTERNATIONAL

China’s CAC publishes data protection Q&A

Published on 9 January 2026 by the Cyberspace Administration of China (CAC), the Q&A
clarifies key data protection obligations under China’s Personal Information Protection
Law (PIPL). It focuses on areas where organisations commonly seek guidance and
provides practical clarifications on:

¢ Definitions of personal and sensitive personal information, helping organisations
classify data consistently and apply appropriate safeguards

e Personal information protection impact assessments (PIPIAs), including specific
guidance on when and how to conduct such assessments for facial recognition and
other biometric technologies

¢ Designation of a person in charge of personal information protection, including when
this is required and how to submit the relevant information to the CAC
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TO WORK?

We are recruiting!
To support our ongoing requirement to continuously grow our remarkable and
extraordinary , We are seeking candidates for the following positions:

o Data Protection Officers (United Kingdom)

o Data Protection Officers (The Netherlands)

¢ Data Protection Officers (EU)

o Data Protection Officers - Life Sciences (United Kingdom)
o Data Protection Coordinator - Life Sciences (Poland)

¢ Senior Commercial Executive (United Kingdom)

If you are looking for a new and exciting challenge,

roLLow us oN Linked m

Copyright © 2026 The DPO Centre, All rights reserved.
You have been sent this newsletter under legitimate interest, for more information please read our
The DPO Centre is a limited company registered in England and Wales (Company Number: 10874595)

The DPO Centre Group | London | Amsterdam | New York | Toronto | Dublin


https://www.dpocentre.com/join-the-dpo-centre/?utm_campaign=DPIA&utm_source=hs_email&utm_medium=email&_hsenc=p2ANqtz-_O5-MCG88E0BR7IDVghn5Dcs_ZQcX8J4gVDK9c8-dW1SNQurbxESlxQWYgnrOIR3rkrjcg
https://www.dpocentre.com/join-the-dpo-centre/?utm_campaign=DPIA&utm_source=hs_email&utm_medium=email&_hsenc=p2ANqtz-_O5-MCG88E0BR7IDVghn5Dcs_ZQcX8J4gVDK9c8-dW1SNQurbxESlxQWYgnrOIR3rkrjcg
https://uk.linkedin.com/company/dpo-centre?utm_campaign=DPIA&utm_source=hs_email&utm_medium=email&_hsenc=p2ANqtz-_O5-MCG88E0BR7IDVghn5Dcs_ZQcX8J4gVDK9c8-dW1SNQurbxESlxQWYgnrOIR3rkrjcg
https://thedpia.com/privacy-policy?utm_campaign=DPIA&utm_source=hs_email&utm_medium=email&_hsenc=p2ANqtz-_O5-MCG88E0BR7IDVghn5Dcs_ZQcX8J4gVDK9c8-dW1SNQurbxESlxQWYgnrOIR3rkrjcg
https://the.dpocentre.com/hs/preferences-center/en/direct?data=W2nXS-N30h-RGW2G0jQD2TRJgLW47xHJ33Y2_shW3QD07r1ZdrZdW3ZCbQN3bytbrW3C8vKQ3bkvSXW1NBrGh4t62TsW4kBT4z3QD3_LW3_F0Jd2FKtsSW2HqqBs2FM_5kW34w94G2D0XGjW4pyk0N32qqRlW2r5Fcr3NPm21W47Dg42327tkhW36C4FR1Zp8jVW2zJZQF4tCHQ6W3_CV2S4cqRrWW45vMGk3z8kNDW2xJmPs4kv18rW4kn7Q747xf7MW1BPpTC43DFFbW3jsJzJ2-GK1jW2WGlFT21gZFbW4mtpgk4t6tNTW4kpm6z2KVDD0W1BDdx_2ThCYVW1S3zKT4pc0nYW3ZLfct3XVkF9W238wrB49zXjqW3Z-_Mt2PNlPXW21pbSK2sTxCTW2CK96t4crd0VW1_3-gN3hZFQ0W38Dxpw2n_-DxW2xR24n43R4Q5W3T5Xq_4tnFmgW4kBnbf251gHwW1BlLK41V3L1JW3JHb893z02w0W36q4Qr30ylMwW2HqnLs2YM880W2PDwjd2nR3rlW32rJ7t41BPcc0&utm_campaign=DPIA&utm_source=hs_email&utm_medium=email&_hsenc=p2ANqtz-_O5-MCG88E0BR7IDVghn5Dcs_ZQcX8J4gVDK9c8-dW1SNQurbxESlxQWYgnrOIR3rkrjcg
https://the.dpocentre.com/hs/preferences-center/en/page?data=W2nXS-N30h-RGW2G0jQD2TRJgLW47xHJ33Y2_shW3QD07r1ZdrZdW3ZCbQN3bytbrW3C8vKQ3bkvSXW1NBrGh4t62TsW4kBT4z3QD3_LW3_F0Jd2FKtsSW2HqqBs2FM_5kW34w94G2D0XGjW4pyk0N32qqRlW2r5Fcr3NPm21W47Dg42327tkhW36C4FR1Zp8jVW2zJZQF4tCHQ6W3_CV2S4cqRrWW45vMGk3z8kNDW2xJmPs4kv18rW4kn7Q747xf7MW1BPpTC43DFFbW3jsJzJ2-GK1jW2WGlFT21gZFbW4mtpgk4t6tNTW4kpm6z2KVDD0W1BDdx_2ThCYVW1S3zKT4pc0nYW3ZLfct3XVkF9W238wrB49zXjqW3Z-_Mt2PNlPXW21pbSK2sTxCTW2CK96t4crd0VW1_3-gN3hZFQ0W38Dxpw2n_-DxW2xR24n43R4Q5W3T5Xq_4tnFmgW4kBnbf251gHwW1BlLK41V3L1JW3JHb893z02w0W36q4Qr30ylMwW2HqnLs2YM880W2PDwjd2nR3rlW32rJ7t41BPcc0&utm_campaign=DPIA&utm_source=hs_email&utm_medium=email&_hsenc=p2ANqtz-_O5-MCG88E0BR7IDVghn5Dcs_ZQcX8J4gVDK9c8-dW1SNQurbxESlxQWYgnrOIR3rkrjcg

