
The DPIA is an assessment of the impact of the most significant and important-to-know
data protection issues from around the globe. It’s not the full story, just a quick 3-minute
read, collated and condensed to keep you updated with the latest news in our ever-
evolving industry.

EU AI Act Compliance part 4: Essential strategies
for North American organizations
In the final chapter of our blog series, we explore 5 key strategies that will help your
business not only comply with the EU’s AI Act but thrive in this rapidly evolving era of AI. 
 
For North American organisations developing or deploying AI systems for EU markets,
keeping pace with AI regulations goes beyond compliance. It's a chance for businesses to
spearhead responsible AI innovation and foster trust with users and regulators alike. 
 
Read the blog  

OPC launches consultation on children’s privacy
code
On 12 May 2025, the Office of the Privacy Commissioner of Canada (OPC) launched a
public consultation on the development of a federal children's privacy code. The code
aims to assist organisations in designing products and services that prioritise the privacy
of children, whilst clarifying obligations under the Personal Information Protection and
Electronic Documents Act (PIPEDA).   
 
The consultation invites feedback on various aspects, including: 

Scope and applicability of the code
Measures to enable children's privacy rights effectively 
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Integrating the best interests of the child into organisational practices 
Approaches to age assurance and verification mechanisms 
Transparency measures in regard to privacy policies 
Privacy by default and the avoidance of deceptive design practices 

Organisations, stakeholders, and members of the public are encouraged to participate in
the consultation, which remains open until 5 August 2025. 
 
Read the OPC’s press release 

California Senate Bill proposes exemption for online
tracking technologies under CIPA 
California Senate Bill 690 (SB 690), introduced by Senator Caballero, seeks to amend the
California Invasion of Privacy Act (CIPA) by introducing a ‘commercial business purpose’
exemption. This amendment would allow businesses to use online tracking tools, such as
cookies, pixels, chatbots, and session replay software, without facing CIPA lawsuits,
provided these tools are employed for legitimate commercial purposes. 
 
The Bill aims to address the surge in litigation under CIPA, where businesses have faced
lawsuits for using standard digital tools that capture user interactions. However, opponents
to the Bill suggest it could weaken consumer privacy protection by allowing companies to
monitor communications under the guise of commercial activity.  
 
Follow SB 690’s progress 

ITA launches International Privacy Certification
Programme
On 2 June 2025, the US International Trade Administration (ITA) launched the
International Privacy Certification programme, aiming to enhance global trust in cross-
border data flows. The programme supports two certifications - Global Cross-Border
Privacy Rules (CBPR) and Global Privacy Recognition for Processors (PRP) - allowing
organisations to validate specific data processing activities against internationally
recognised privacy standards. 
 
To obtain certification, an organisation must undergo assessments by approved
Accountability Agents, who will evaluate whether its privacy policies and practices comply
with the programme requirements.  
 
The programme marks the first mechanism for international privacy certification in North
America. In the EU, frameworks like Europrivacy™® offer GDPR-aligned certification
through accredited assessments. 
 
Find out more about the CBPR and PRP and Europrivacy certifications. 

https://www.priv.gc.ca/en/opc-news/news-and-announcements/2025/nr-c_250512/?utm_campaign=DPIA&utm_source=hs_email&utm_medium=email&_hsenc=p2ANqtz-9HjV3QJO32YQ6n9tuaTLpjEHtNvFy_7fbnSCRGUrfPUs5ES6jd5Chi0Kc4CBUUpUYx-N0G
https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202520260SB690&utm_campaign=DPIA&utm_source=hs_email&utm_medium=email&_hsenc=p2ANqtz-9HjV3QJO32YQ6n9tuaTLpjEHtNvFy_7fbnSCRGUrfPUs5ES6jd5Chi0Kc4CBUUpUYx-N0G
https://www.globalcbpr.org/privacy-certifications/?utm_campaign=DPIA&utm_source=hs_email&utm_medium=email&_hsenc=p2ANqtz-9HjV3QJO32YQ6n9tuaTLpjEHtNvFy_7fbnSCRGUrfPUs5ES6jd5Chi0Kc4CBUUpUYx-N0G
https://www.dpocentre.com/services/europrivacy-certification/?utm_campaign=DPIA&utm_source=hs_email&utm_medium=email&_hsenc=p2ANqtz-9HjV3QJO32YQ6n9tuaTLpjEHtNvFy_7fbnSCRGUrfPUs5ES6jd5Chi0Kc4CBUUpUYx-N0G


DUA Bill at risk over AI copyright dispute
The UK's Data (Use and Access) Bill remains in legislative limbo due to a persistent
standoff between the House of Lords and the House of Commons over provisions related
to artificial intelligence (AI) and copyright transparency. 
 
On 4 June 2025, the House of Lords voted 221 to 116 in favour of an amendment
requiring AI companies to disclose the copyrighted materials used to train their models.
This vote marks the fifth time the Lords have insisted on this amendment, despite
repeated rejections by the Commons. 
 
The government has expressed concern that accepting the amendment could jeopardise
the entire Bill, which includes other significant measures, such as combating deepfakes
and improving data protection. 
 
The Bill now faces the prospect of being shelved unless the Commons accepts the
amendment or proposes an alternative. It is expected to return to the House of Commons
for further consideration in the coming days.  
 
Learn more about the DUA Bill 

EU proposes to relax GDPR record-keeping for
smaller businesses 
The European Commission has proposed changes to the General Data Protection
Regulation (GDPR) that would ease record-keeping obligations for small and mid-cap
companies (SMCs).  
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Currently, Article 30(5) mandates that organisations with fewer than 250 employees are
exempt from maintaining Records of Processing Activities (RoPA) if their data processing
is occasional, low risk, and does not involve special category or criminal offence data. 
 
The amendment would expand this exemption to cover organisations with fewer than 750
employees and simplify the criteria. Instead of assessing frequency or categories of data,
organisations would only be required to maintain a RoPA for processing activities that are
likely to result in a high risk to individuals’ rights and freedoms, as defined under Article
35.  
 
If adopted, the amendment would reduce the administrative burden for many growing
businesses across the EU while preserving safeguards for high-risk processing. However,
organisations would still need to evaluate whether their processing meets the high-risk
threshold, placing renewed importance on accurate DPIAs. 
 
Read the proposed amendments 

German DPA fines Vodafone €45M for GDPR
violations 
On 3 June 2025, the German Data Protection Authority (BfDI) imposed two fines totalling
€45 million on Vodafone GmbH for GDPR violations: 

A €15M fine was imposed due to Vodafone’s failure to properly review and monitor
partner agencies acting on its behalf, leading to fraudulent activities, including
fictitious contracts and unauthorised contract changes 
An additional €30M fine was imposed for weaknesses in the authentication process
of Vodafone’s online portal ‘MeinVodafone’ and its hotline, allowing unauthorized
third parties to access eSIM profiles 

Vodafone has since taken corrective actions. 
 
Read the BfDI’s statement 
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Brazil’s new pilot lets citizens monetise personal
data 
Brazil has launched a groundbreaking programme, known as dWallet, that enables
citizens to manage and profit from their personal data. The initiative allows users to store
data from online activities in a digital wallet, which companies can bid on.  
 
This pilot positions Brazil ahead of similar efforts in other countries, aiming to shift data
ownership to individuals. However, experts have cautioned that this could increase the
price of data, making it inaccessible to small entities with low budgets, or exacerbate
inequalities.  
 
Policy analysts and data rights advocates emphasise the importance of participants
remaining informed about their rights, understanding the value of their data, and making
conscious decisions regarding data sharing. 
 
Learn more about dWallet 

We are recruiting!
To support our ongoing requirement to continuously grow our remarkable and
extraordinary #ONETEAM, we are seeking candidates for the following positions:

Data Privacy Officers (Canada)
Data Protection Officers (United Kingdom/The Netherlands/EU)
Data Protection Officers - Life Sciences (United Kingdom/Europe/Canada)
Data Protection Support Officers (United Kingdom)
Data Protection Managers (United Kingdom)

If you are looking for a new and exciting challenge, apply today!
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